There are two methods of connecting to the VPN client with NetID+ using the Duo Mobile App. Select the method that best fits your needs or circumstances.

- **Method 1**
- **Method 2**

**Method 1**
With Method 1, you will use the Duo Mobile App on your smartphone or tablet to generate a one-time passcode that will be entered as your second factor of authentication.

1. Open **Cisco AnyConnect Secure Mobility Client**. Using the dropdown menu, select **UASSL-2Factor/Duo**. Click **Connect**.

2. The following screen will open:
3. Open **Duo Mobile app** on your Smartphone or Tablet. Tap the **Key** symbol.

4. A 6-digit number will be generated and appear on your screen:

5. Enter **NetID Password**, and the **Passcode** from your device into the **NetID+ Method** field, and Click **OK**.
6. The following screen will appear. Click **Accept**.
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7. The following screen confirms that you are connected to **Cisco AnyConnect Secure Mobility Client**.
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**Method 2**

With Method 2, you will use the “Push” option of the Duo Mobile App on your smartphone or tablet for your second factor of authentication.

1. Open **Cisco AnyConnect Secure Mobility Client**. Using the dropdown menu, select **UASSL-2Factor/Duo**. Click **Connect**.
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2. The following screen will open:
3. Enter NetID **Password**, type **push** into the **NetID+ Method** field, and Click **OK**.

4. Open the **Duo Mobile** app on your smartphone or tablet. You will receive the Push from Cisco. Click **Approve**.

5. The VPN will try to connect, and then the following screen will appear. Click **Accept**.

6. The following screen confirms that you are connected to **Cisco AnyConnect Secure Mobility Client**.