STUDENT NETID

Overview

UA NetID is a secure, efficient way for the University and its computer systems to ensure the identity of an eligible user before allowing access to potentially sensitive information. UA NetIDs allow access to a growing number of online services for students such as CatMail, D2L, UAccess Student, OSCR labs, and UA Site License software. A NetID is your username and password combination which allows access to University services using a single sign-on system. The NetID username is not case sensitive when used as a login credential.

How to Create a NetID

- Go to: https://netid.arizona.edu/ and click on Create UA NetID.
• Under Select Affiliation, select UA Student and click Next.

- Under **Create your UA NetID** enter your **Student ID**. Your Student ID is an eight digit number. Older student IDs are either nine digit numbers, or start with the letter S, followed by an eight digit number.

- Next, enter your **PIN** which was included in your admission letter. Then enter your **Birthdate**. Click **Next**.
• You will be provided with some sample NetIDs to choose from. Select one and click **Next**.
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• Under **Select a New Password**, create your new password using the guidelines and suggestions offered. Click **Next**.
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• Under Select a “secret hint” choose a question from those offered and provide your answer. Click Next.

• Next up are optional security settings. Choose to enable NetID passcode or pass. Click Next.
• Select whether to enable or disable Single Sign-On. Click Next.

• Confirmation! After you acknowledge that you have read the Computer and Network Access Agreement click Next. Your UA NetID has now been created.
Create Your UA NetID

Confirmation
When you check the checkbox below and click "Next" your UA NetID will be created. Your UA NetID will be
www.University. If this is incorrect, click on "Cancel", to abort this session and go back to the beginning.

Computer and Network Access Agreement
This policy is displayed to the potential user of computer and network resources. If the user does not agree to
abide by this policy, access to the requested resource is denied. Refer to the Acceptable Use of Computers and
Networks at The University of Arizona for specific detail (http://www.security.arizona.edu/ap).
The use of these computers/networks is a privilege granted to members of the university community. When using
this account, you are agreeing to:
1. Take no actions which violate the Codes of Conduct or Academic Integrity. Classified Staff Personnel Policy
   Manual, University Handbook for Appointed Personnel, or other applicable policy or law.
2. Use these resources only for purposes consistent with the University’s mission and applicable policy or law.
   Inappropriate use includes, but is not limited to:
   a. sending harassing messages or in any way harassing other computer users;
   b. gaining OR attempting to gain access to accounts or files without permission on any computer
      or network system;
   c. making unauthorized copies or distributing copies without permission of any copyright
      protected software, or other copyrighted or trademarked material, regardless of source;
   d. taking actions which threaten the security or capacity of computer or network systems, or
      which destroy, damage or overload theses resources;
   e. violating any applicable law or policy.
Failure to abide by these policies will result in revocation of your privileges to use computing and network
resources. Although we have backup procedures in place, use of these facilities is at your own risk since
recoverability and security of data cannot be guaranteed. Files, data and disks may be considered UA property
and are therefore subject to access by the University. Certain data may also be subject to access pursuant to
Arizona Public Records statutes, via subpoena, or consistent with other state or federal law.
Inspection, monitoring or disclosure of e-mail may be granted or required under conditions described in the
Electronic Mail Policy. The Electronic Mail Policy's procedures will be followed where necessary.

I have read and understand the Computer and Network Access Agreement.
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